**Інформація для батьків: Запобігання вербуванню та тероризму серед дітей та підлітків**

**Що таке вербування?**

**Вербування** — це процес залучення людини до діяльності, яка може бути незаконною, небезпечною чи пов’язаною з насильством. Часто це роблять через соціальні мережі, чати, ігри онлайн, де дитину можуть схилити до:

* участі в незаконних акціях,
* поширення шкідливих ідеологій,
* втягування у терористичні або радикальні угруповання.

**Як це відбувається?**

🔹 Через **інтернет**: під виглядом дружби, підтримки або спільних інтересів.
🔹 Через **ігрові чати** та **соцмережі**: TikTok, Instagram, Telegram, Discord тощо.
🔹 Використовуючи **емоційний вплив**: «ти особливий», «вони тебе не розуміють», «єдиний спосіб змінити ситуацію — діяти».

**Ознаки, на які варто звернути увагу:**

* Дитина **таємничо спілкується онлайн**, змінює паролі.
* З’являються **нові знайомі, про яких нічого не відомо**.
* Різко змінюється поведінка: **агресія, ізоляція**, відмова від звичних занять.
* Занадто **захоплена політичними, релігійними або радикальними темами**.
* Використовує **незрозумілу лексику**, можливо, з символами або гаслами.

**Як захистити дитину:**

✅ **Підтримуйте довірливі стосунки**: спілкуйтесь, слухайте без осуду.
✅ **Контролюйте онлайн-активність**, особливо з ким дитина спілкується.
✅ **Навчайте критично мислити**: обговорюйте новини, фейки, маніпуляції.
✅ **Розповідайте про ризики**: дитина має знати, що не кожен “друг” онлайн — це безпечно.
✅ **Спільно визначайте правила користування гаджетами**.

**Що робити, якщо є підозра?**

* Спокійно поговоріть із дитиною.
* Зверніться до **психолога** або **соціального педагога** закладу освіти.
* У випадках серйозної загрози — **повідомте поліцію** (102) або кіберполіцію.