
ВАЖЛИВО: ТВОЯ БЕЗПЕКА В МЕРЕЖІ 

ТА ВІДПОВІДАЛЬНІСТЬ ПЕРЕД ЗАКОНОМ 

Дорогі учні! У час війни ворог використовує не лише зброю, а й підступні методи 

маніпуляцій у цифровому просторі. Спецслужби рф активно намагаються залучити 

підлітків (починаючи з 13 років) до протиправних дій через соціальні мережі та 

месенджери. 

ЯК ПРАЦЮЄ ВОРОГ? 

Найчастіше вербування відбувається в Telegram-каналах, де обіцяють «легкі гроші» за 

виконання простих, на перший погляд, завдань: 

 Зйомка об’єктів військової або критичної інфраструктури. 

 Підпал автомобілів військовослужбовців (такі випадки вже фіксувалися у 

великих містах України). 

 Встановлення GPS-трекерів або «маячків» на енергооб'єктах. 

ПАМ’ЯТАЙ ПРО НАСЛІДКИ! 

Незнання закону або юний вік не звільняють від суворої відповідальності за дії, що 

шкодять державній безпеці: 

 Диверсія (ст. 113 ККУ): за підпали або пошкодження майна в умовах воєнного 

стану загрожує до 15 років позбавлення волі. 

 Державна зрада (ст. 111 ККУ): допомога ворогу в проведенні підривної 

діяльності може каратися довічним позбавленням волі з конфіскацією майна. 

ЯК СЕБЕ УБЕЗПЕЧИТИ? 

1. Ігноруй пропозиції «легкого заробітку» від незнайомців у мережі. 

2. Не поширюй інформацію про переміщення ЗСУ або розташування критичних 

об’єктів. 

3. Критично оцінюй нові знайомства в групах та чатах. 

4. Повідомляй про підозрілі контакти: якщо хтось пропонує тобі гроші за 

подібні «послуги», негайно розкажи батькам, вчителям або звернись до поліції. 

ТВОЯ ВІДПОВІДАЛЬНІСТЬ СЬОГОДНІ — ЦЕ БЕЗПЕКА НАШОЇ КРАЇНИ 

ЗАВТРА. НЕ ДАЙ ВОРОГУ ЗЛАМАТИ ТВОЄ МАЙБУТНЄ! 

ГАРЯЧІ ЛІНІЇ ДЛЯ ПОВІДОМЛЕНЬ ПРО ВИПАДКИ ВЕРБУВАННЯ: 

 Служба безпеки України: 0 800 501 482 

 Національна поліція: 102 


